ARMLEY MEDICAL PRACTICE

How we use your medical records

Important information for patients

· This practice handles medical records in-line with laws on data protection and confidentiality.

· We share medical records with those who are involved in providing you with care and treatment.

· In some circumstances we will also share medical records for medical research, for example to find out more about why people get ill. 

· We share information when the law requires us to do so, for example, to prevent infectious diseases from spreading or to check the care being provided to you is safe. 

· You have the right to be given a copy of your medical record.

· You have the right to object to your medical records being shared with those who provide you with care.

·  You have the right to object to your information being used for medical research and to plan health services. 

· You have the right to have any mistakes corrected and to complain to the Information Commissioner’s Office. Please see the practice privacy notice on the website or speak to a member of staff for more information about your rights.

· For more information ask at reception for a leaflet OR visit our website  armleymedical.gp-practices.co.uk

Call recording for patients
(a) Consent: the individual has given clear consent for you to process their personal data for a specific purpose. – this is not consent as per Article 7 of GDPR (Article 7) as it is a condition of using the service and use of a recorded message to advise is implied consent which is no longer applicable 

(b) Contract: the processing is necessary for a contract you have with the individual, or because they have asked you to take specific steps before entering into a contract- No contract exists between the data controller and data subject 

(c) Legal obligation: the processing is necessary for you to comply with the law (not including contractual obligations)- not applicable in this case as there is no statute covering this 

(d) Vital interests: the processing is necessary to protect someone’s life- this is not applicable under the circumstances 

(e) Public task: the processing is necessary for you to perform a task in the public interest or for your official functions, and the task or function has a clear basis in law- this would not generally be applicable in this scenario as it is not “necessary” for this to occur- The ICO definition of necessary is that the processing must be a “targeted and proportionate way of achieving your purpose”, so you would have to consider carefully whether you feel this is targeted and proportionate to your aims. 

(f) Legitimate interests: the processing is necessary for your legitimate interests or the legitimate interests of a third party unless there is a good reason to protect the individual’s personal data which overrides those legitimate interests. (This cannot apply if you are a public authority processing data to perform your official tasks.)
